Agenda

1. Welcome

2. Old Business
   a. Expansion of Maryland Cybersecurity Council resource database
      i. Contributions from Subcommittee members
      ii. University of Maryland Center for Health and Homeland Security extern support
   b. Promoting cybersecurity information sharing in the state
      i. Various mechanisms have been highlighted – DHS; private sector “user group”
      ii. Recommendation is shared by Economic Development Subcommittee
   c. Election Security
      i. SB281 added State Board of Elections representative to the Council

3. New Business
   a. Critical Infrastructure Outreach
      i. Conduct direct outreach to critical infrastructure owners and operators to learn and receive feedback on how the state can best support critical infrastructure cybersecurity
   b. Additional recommendations
      i. Discussion of any new recommendations that Subcommittee members have

4. Adjourn
Chairs’ welcome & updates
1. Discussion of new committee initiatives that may fall within the following subcommittee objectives:
   • Assist private sector cybersecurity businesses in adopting, adapting, and implementing the National Institute of Standards and Technology (NIST) Cybersecurity Framework
   • Assist State of Maryland government entities, as well as educational entities, in adopting, adapting, and implementing the NIST Cybersecurity Framework
   • Recommend strategies for strengthening public and private partnerships necessary to secure the state’s critical information infrastructure
2. Adjourn